
Dataskyddsbeskrivning

Datum för upprättande 25.10.2024

1. Personuppgiftsansvariga

Business Finland Oy FO-nummer 2725690-3

och

Innovationsfinansieringsverket Business Finland FO-nummer 0512696-4

Porkalagatan 1, PB 69, 00101 Helsingfors
Växel +358 29 505 5000

2. Kontakter i frågor som rör registret

tietosuoja@businessfinland.fi

3. Registrets namn

Personregister som hänför sig till användningen av Business Finlands digitala tjänster

4. Syftet med behandlingen av personuppgifter, registrets datainnehåll och grunden för behand-
lingen

Registrets datainnehåll omfattar personuppgifter som behandlas i samband med registrering, identifiering och
åtkomsthantering i Business Finlands elektroniska tjänster. BF-ID-tjänsten används i regel för registrering,
identifiering och åtkomsthantering av personer som använder Business Finlands digitala tjänster. BF-ID-tjäns-
ten samlar även in samtycken till marknadsföringskommunikation i enlighet med dataskyddsförordningen.
Dessutom kan personerna hantera sina egna uppgifter och samtycken till marknadsföringskommunikation i
BF-ID-tjänsten. Registrets datainnehåll omfattar också personernas samtycken till och preferensval för mark-
nadsföringskommunikation i Business Finlands övriga digitala tjänster samt logguppgifter som samlas in i Bu-
siness Finlands digitala tjänster.

Användningsändamål Uppgifter som samlas in Behandlingsgrund
Registrering – I registreringspro-
cessen skapas ett användarnamn
och ett lösenord för att logga in på
de digitala tjänster som Business
Finland tillhandahåller efter regi-
streringsprocessen.

De uppgifter som samlas in vid re-
gistreringen används också för
kundservice.

Uppgifter som samlas in från per-
sonen:
för- och efternamn (tilltalsnamn),
e-postadress (användarnamn),
lösenord, telefonnummer, organi-
sation.

Uppgifter som fås från identifie-
ringstjänsten suomi.fi:
tidsstämpel, för- och efternamn
(officiellt), identifieringsmetod,
personbeteckning (personbeteck-
ning eller identifieringskod för ut-
länningar (UID).

Allmänt intresse
Berättigat intresse

Om en person väljer att använda
identifieringstjänsten suomi.fi un-
der registreringsfasen, anses per-
sonen ha gett sitt samtycke till att
hans eller hennes personbeteck-
ning behandlas för de ändamål
som anges i denna punkt.

Grunden för behandlingen av
loggdata i tjänsterna för innovat-
ionsfinansieringsverket är en upp-
gift som föreskrivs i lagen.
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Logguppgifter:
tidsstämpel, för- och efternamn,
e-postadress, personbeteckning
(personbeteckning eller identifie-
ringskod för utlänningar (UID), te-
lefonnummer, identifieringsme-
tod, användarens BF-ID, IP, hän-
delseidentifierare, felkoder

Identifiering – Personidentifiering
används för webbautentisering
när en person loggar in på en di-
gital tjänst som tillhandahålls av
Business Finland. Business Fin-
land använder uppgifterna för att
identifiera användaren.

Beroende på den digitala tjänsten
är identifieringsmetoden antingen
svag eller identifieringstjänsten
suomi.fi.

Uppgifter som samlas in från per-
sonen (svag identifiering):
organisation, användarnamn, lö-
senord

Uppgifter som fås från identifie-
ringstjänsten suomi.fi:
tidsstämpel, identifieringsmetod,
personbeteckning (personbeteck-
ning eller identifieringskod för ut-
länningar (UID)

Logguppgifter:
tidsstämpel, för- och efternamn, e-
postadress, personbeteckning
(personbeteckning eller identifie-
ringskod för utlänningar (UID),
identifieringsmetod, användarens
BF-ID, IP, händelseidentifierare,
felkoder

Berättigat intresse för kundföreta-
get och den personuppgiftsansva-
riga

Grunden för behandling person-
uppgifter för identifiering i tjäns-
terna för innovationsfinansierings-
verket är en uppgift som föreskrivs
i lagen.

Behandlingen av personbeteck-
ningar i andra digitala tjänster än
finansieringstjänsten grundar sig
på 29 § 5 mom. i dataskyddslagen
(identifiering).

Åtkomsthantering – Vid använd-
ning av de digitala tjänster som
Business Finland tillhandahåller
kontrolleras om personen som
loggar in har rätt att använda
tjänsten självständigt eller på före-
tagets vägnar.

Uppgifter som fås från autentise-
ringstjänsten suomi.fi:
roll i företaget, befogenhet att
agera på företagets vägnar

Logguppgifter:
tidsstämpel, för- och efternamn, e-
postadress, personbeteckning
(personbeteckning eller identifie-
ringskod för utlänningar (UID)),
identifieringsmetod, användarens
BF-ID, organisationsuppgifter, åt-
komstroller, IP, händelseidentifie-
rare, felkoder

Berättigat intresse för kundföreta-
get och den personuppgiftsansva-
riga

Grunden för behandling person-
uppgifter för åtkomsthantering i
tjänsterna för innovationsfinansie-
ringsverket är en uppgift som före-
skrivs i lagen.

Behandlingen av personbeteck-
ningar i andra tjänster än finansie-
ringstjänsten grundar sig på 29 §
1 mom. i dataskyddslagen (speci-
ficering).

Hantering av egna uppgifter –
Personen kan hantera de uppgif-
ter som han eller hon angav vid
registreringen.

Uppgifter/ändringar som samlas
in från personen:
för- och efternamn (tilltalsnamn),
e-postadress, lösenord, telefon-
nummer, organisation

Berättigat intresse
Allmänt intresse

Samtycken till marknadsföring –
Samtycken till marknadsförings-
kommunikation inhämtas från per-
sonen i samband med registre-
ringen. Personen hanterar däref-
ter samtycken i enlighet med data-
skyddsförordningen i BF-ID-tjäns-
ten.

Personliga val relaterade till mark-
nadsföringskommunikation

Samtycke



3 (5)

Personernas preferenser – De val
som en person gör om innehållet i
tjänsterna i de digitala tjänster
som Business Finland tillhanda-
håller.

Personliga preferenser:
till exempel länder, branscher,
kommunikationsinställningar, me-
tod för mottagande av uppgifter
(SMS, e-post)

Samtycke

Logguppgifter – Business Finland
samlar in logguppgifter om an-
vändningen av digitala tjänster.

Business Finlands tjänster produ-
cerar följande logguppgifter: un-
derhållslogg, åtkomsthanterings-
logg, användningslogg, fel logg
och ändringslogg.

Berättigat intresse

Grunden för behandlingen av
loggdata i tjänsterna för innovat-
ionsfinansieringsverket är en upp-
gift som föreskrivs i lagen.

Behandlingsuppgifter kan även läggas ut på den personuppgiftsansvarigas andra externa tjänsteleverantörer
i enlighet med och inom ramen för dataskyddslagstiftningen.

5. Tid för lagring av personuppgifter

Personuppgifter (exklusive logguppgifter) i BF-ID-tjänsten raderas efter 24 månaders inaktivitet. Dessutom
raderas personuppgifter på begäran, i den utsträckning som personen har rätt till radering enligt artikel 17 i
dataskyddsförordningen. Logguppgifter som är äldre än fem år raderas automatiskt.

6. Regelbundna informationskällor

Personuppgifter samlas in från den registrerade själv. Dessutom överlåter suomi.fi-identifieringstjänsten per-
sonuppgifter till BF-ID-tjänsten. Suomi.fi upprätthålls av Myndigheten för digitalisering och befolkningsdata och
används av Business Finland.

7. Regelbunden överföring av uppgifter och grupper av mottagare

Personuppgifter lämnas i regel inte ut till tredje part.

8. Överföring av uppgifter till länder utanför EU eller EES

Personuppgifter kan komma att överföras utanför Europeiska unionen eller Europeiska ekonomiska samar-
betsområdet i enlighet med och inom ramen för dataskyddslagstiftningen. Om det inte finns något beslut om
en adekvat nivå för dataskydd i destinationslandet kan överföringen av uppgifter ske med hjälp av lämpliga
skyddsåtgärder, till exempel standardklausuler som antagits av Europeiska kommissionen. I vissa specifika
situationer kan personuppgifter överföras utan ovanstående skyddsåtgärder om överföringen sker på det sätt
som beskrivs i dataskyddslagstiftningen för att skydda personens intressen eller för att fullgöra ett avtal eller
avtalsenliga skyldigheter.

9. Principer för skydd av registret

Uppgifter som behandlas elektroniskt

Användningen av registrets datainnehåll är begränsad genom rollbaserade behörigheter. De anställda har
tystnadsplikt. Dessutom har de anställda åtagit sig att följa de interna dataskyddsanvisningarna.

Information och säkerhetskopior som lagras i informationssystemen finns i låsta och övervakade utrymmen.
Miljön skyddas med lämpliga brandväggar och andra tekniska skydd. BF-ID-systemet loggas och den person-
uppgiftsansvariga informeras om onormal användning av systemet.

Syftet med de åtgärder som beskrivs ovan är att säkerställa sekretessen för personuppgifter som lagras i
registret, tillgången till och integriteten hos dessa uppgifter samt de registrerades rättigheter.
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10. Automatiskt beslutsfattande

Personuppgifter används inte för automatiserat beslutsfattande som skulle ha rättsliga eller liknande konse-
kvenser för de registrerade.

11. Rättigheter för den registrerade i samband med behandlingen av personuppgifter

Den registrerades rätt att motsätta sig behandlingen av personuppgifter

Den registrerade har rätt att av skäl som hänför sig till hans eller hennes specifika situation
motsätta sig profilering och andra behandlingsåtgärder som riktar sig mot hans eller hennes personuppgifter
och som utförs av den personuppgiftsansvariga, i den mån behandlingen grundar sig på den personuppgifts-
ansvarigas berättigade intresse.

Den registrerade kan motsätta sig i enlighet med punkt 1 i denna dataskyddsbeskrivning. I samband med
begäran måste den registrerade identifiera den specifika situation på grundval av vilken han eller hon motsätter
sig behandlingen. Den personuppgiftsansvariga kan vägra att genomföra begäran på de grunder som anges
i lag.

Den registrerades rätt att få tillgång till uppgifterna (granskningsrätt)

Den registrerade har rätt att kontrollera vilka uppgifter om honom eller henne som har införts i registret. Begä-
ran om granskning ska göras i enlighet med anvisningarna i denna dataskyddsbeskrivning. Rätten till insyn
kan förvägras på de grunder som anges i lagen. Utövandet av rätten till insyn är i princip avgiftsfritt.

Den registrerades rätt att kräva rättelse, radering eller begränsning av behandling av uppgifter

Till den del den registrerade själv kan handla ska han eller hon utan obefogat dröjsmål, efter att ha fått del av
felet eller efter att själv ha upptäckt felet, på eget initiativ rätta, radera eller komplettera uppgifter i registret
som strider mot registrets syfte eller är felaktiga, onödiga, bristfälliga eller föråldrade.

I den mån den registrerade inte själv kan rätta uppgifterna ska begäran om rättelse göras i enlighet med punkt
12 i denna dataskyddsbeskrivning. Den registrerade har också rätt att kräva att den personuppgiftsansvariga
begränsa behandlingen av den registrerades personuppgifter, till exempel när den registrerade väntar på den
personuppgiftsansvarigas svar på en begäran om rättelse eller radering av sina uppgifter.

Den registrerades rätt att överföra uppgifter från ett system till ett annat

I den mån den registrerade själv har lämnat uppgifter till registret, som behandlas på grundval av den registre-
rades samtycke, har den registrerade rätt att få ut dessa uppgifter för egen del, i regel i maskinläsbar form,
och rätt att överföra dessa uppgifter till en annan personuppgiftsansvarig.

Den registrerades rätt att anföra besvär hos tillsynsmyndigheten

Den registrerade har rätt att anföra besvär hos den behöriga tillsynsmyndigheten, om den personuppgiftsan-
svariga inte har iakttagit lämplig dataskyddsreglering i sin verksamhet.

Övriga rättigheter

Om personuppgifter behandlas på grundval av den registrerades samtycke har den registrerade rätt att åter-
kalla sitt samtycke. Den registrerade kan när som helst återkalla sitt samtycke i BF-ID-tjänsten.

12. Kontakter

I frågor som gäller behandlingen av personuppgifter och i situationer som hänför sig till utövandet av de egna
rättigheterna bör den registrerade kontakta den personuppgiftsansvariga. Den registrerade kan utöva sina
rättigheter genom att kontakta tietosuoja@businessfinland.fi
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13. Uppdateringar

Denna dataskyddsbeskrivning uppdaterades senast 25.10.2024.
Vi håller oss uppdaterade om ändringar i dataskyddslagstiftningen och vill kontinuerligt förbättra vår verksam-
het. Därför förbehåller vi oss rätten att uppdatera denna dataskyddsbeskrivning.

***


